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STEPS TO ENABLE ACTIVE X CONTROLS

AND DISABLE POP UP BLOCKER

STEP 1: Open Internet Explorer > Click on Tools Menu > Select Internet Options

[ Click on Tools ]
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Step 2: In Internet Options > Select Security tab > Click on Custom Level

Select

Internet Options Elfgl

Security Option )

|-
GeneraIrSEC'-lritY |Privacy Content | Connections | Programs | Advanced

Q

Seleck a zone to view or change security settings.

@ ©

Local intranet  Trusted sites  Restricted
sites
Internet

@ This zone is For Internet websites,
except those listed in trusted and

restricted zones.

Security level for this zane

Custom
Custonn setkings.
- To change the settings, click Custom level.
- To use the recommended settings, click Default level,

| Click on Custom W
Level J

Step 3:

» [gustomlevel... Default level ]

[ Reset all zones ko dafaulk level ]

[ ok

H Cancel ]

In Custom Level > “Enable” all the options for ActiveX Controls & "Disable” Use Pop-up Blocker

Security Settings - Internet Zone

Settings

E| Security Settings - Internet Zone rz|

Settings

ontrols and plug-ins

() Dizable
(%) Enable
|#| Allow Scriptlets

() Disable

() Prompt

(O Disahle
|| Binary and script behaviors

(O administratar approved
() Disable

£
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|#| Display video and animation on a webpage that does not use ~
(O Disable

E || Download signed ActiveX controls (not secure)
() Disable

(*) Enable {not secure B
() Prompt {recommended)
|| Download unsigned Activel controls {not secure)

Disab Qmmend
() Prompt
¢ Initialize and script Ackivel controls not marked as safe for s

Reset custorn settings

*Takes effect after vou restart Internet Explorer

Resettor | Medium-high {default)

O Promp
4 Dom Ackiuay cembeale 2nd mloacine Y
¢ | >
*Takes effect after wou restart Internek Explorer
Reset customn settings
hd | ’ Reset... ] Resebtol | Medium-high (deFault) - | ’ Reset... ]
[e]4 l ’ Cancel ] [ QK l ’ Cancel ]
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Security Settings - Internet Zone

X

Security Settings - Internet Zone

X

Settings Settings
¥ Run Activer controls and plug-ins - & Use Phishing Filker ~
(O administrator approved () Disable 1
() Dicshle (%) Enable
& | Use Pop-up Blocker
() Prompt
|#| Script Ackiven controls marked safe For scripting™
() Disable n &) Userdata persistence
() Disable
Prompk & Enatle
.93 Downloads &) websites in less privieged web content zone can navigate in
| Automatic prompting For file downloads O Disable
() Disable (&) Enatle
(%) Enable O Prompt =
| File download =] scripting
() Disable | Active scripting
(3% Frshla br ™ hicahla v
£ | > < | >
*Takes effect after vou restart Internet Explorer *Takes effect after you restart Internet Explarer
Reset custom settings Reset custom settings
Reset to: | megium-high (default) v [ reser. | Resettol | Medium-high (default) v| [ Rreset. |
[ K ] ’ Cancel ] I O l [ Cancel ]

Warning!

|ﬁ Are you sure you want to change the settings for
- this zone?

The current security settings will put your computer at risk,

Step 4: Open Internet Explorer > Tools Menu > Internet Options > Security tab > Untick "Enable
Protected Mode" (if using IE 8)

|General| Security !Prwacv H Content I Connections i Programs |.~!\dvancedi

). Your security settings put your computer at risk

Select a zone to view or change security settings,

@ &« v O

Internet  local infranet  Trusted sites  Restricted
sites

Intarnat
Sites
{ This zane is for Internet websites, -
except those listed in trusted and
restricted zones,

Security level for this zone

Custam

- Your security settings are below the recommended
|evel, putting vour computer at &n increased risk of

H n online attack,
Unti ck "En a b | e -To change the settings, dick Custom level,
Protected M Od en A -Te use the recommended settings, dick Default level,
) gl 3ple Protected Mode {requires restarting Internet Explorer)

[ Cuetom level... H Default fevel I

l Resetall zones to defaultlevel ]
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The: page you are looking far is curvently unavailable. The Web
site might be experiencing technical dfficulties, or you may naed
o adjust your browser settings,

Please try the following:

® Click the Refresh button, or try again later.

» [f you typed the page address in the Address bar, make
sure that it is spelled correctly.

* Tao check your connection settings, click the Toals menu,
and then click Internet Dptions. On the Connections
tab, click Settings, The settings should rmatch those
provided by vour local area network (LANY adrenistrakor ar

Enabls ar dizshle pop-up Blocksr .

e Hope the above steps will resolve your error but if the problem persists...

e Remove any Toolbar Programs like Rediff Toolbar, Yahoo! Toolbar etc from your PC from
Add/Remove Programs

e Check login user have all Administrative priviladges, Disable any Firewall / Anti-virus program on
your PC from taskbar

e Restart the system then try...

Should you require any further assistance, please feel free to revert.
Thanks & Regards,

Support Desk

Direct: 079-4000 7408 / 4000 7404

Toll Free: 1800 233 1010
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